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EXECUTIVE ORDER

- UNITED STATES
INTELLIGENCE ACTIVITIES

8y virtue of tée authority vested in me by the Constitu-—-
tion and statutes of the United States of America, including the
National Security Act‘of 1947, as amended, and as President of
the United States of America, in order to provide for the effec—
tive conduct of United States intelligence activities and the
protection of constitutional rights, it is hereby ordered as

follows:

SECTION 1

INSC review completed

DIRECTION, DUTIES AND
RESPONSIBILITIES WITH
RESPECT TO THE NATIONAL
INTELLIGENCE EFFORT

1-1. National Security Council.

1-101. Purpose. The National Security Council (NSC) was
established by the National Security Act of 1947 to advise the
President with respect to the integration of domestic, foreign,
and military policies relating to the national security. The NSC
shall act as the highest Executive Branch entity that provides
review of, guidance for, and direction to the conduct of all
national foreign intelligence, counterintelligence, and special

activities.

1-102. Committees. The NSC shall establish such
committees as may be necessary to carry out its functions and
responsibilities under this Order.

1-2. National Foreign Intelligence advisory Groups.

1-201. Establishment and Duties. The Director of
Central Intelligence shall establish such boards, councils, or
groups as required for the purpose of obtaining advice from
within the Intelligence Community concerning:

ation.of natianal - .-~

. ,(axwm;Production;.xeviewvand-coordin
foreign intelligence; .
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(b) Priorities for the Natlonal Foreign Intelligence
Program budget;

e (c) Interagencf exchanges of foreign intelligence infor-

mation; |
e t

(d) Arrangements with féreign governments on intelli-
gence matters;

¥

{e) Protection of intel}igence sources and methods;
{£) Activities of common concern; ,///
{gy) Such other matters as may be referred by the

Director of Central Intelligence.

1-202. Membership. Advisory groups established pursuant
to this section shall be chaired by the Director of Central
Intelligence and shall consist of senior representatives from
organizations within the Intelligence Community and from depart-
ments ©r aygencies containing such organizations, as designated by
the Director of Ceéntral Intelligence. Groups for consideration
of substuntive 1nte1119ence matters will include representatives
of orQAULraflons involved in the collection, processing, and
analysis of 1ntelllgence. A senior representative of the
Secretary of Commerce, Attorney General, Assistant to the
President for National Security Affalrs, and the Office of the
Secretary of Defense shall participate in any group which deals
with other than substantive intelligence matters.

1.3. Director of Central Intelligence.

1-301. Duties and Responsibilities of the Director of
Central Intelligence. 1In order to discharge the duties and
responsibilities prescribed by law, the Director of Central
Intelligence shall be responsible directly to the NSC and, in
addition to the duties and responsibilities specified elsewhere
in this Order, shall:

L

{a) Act as the primary adviser to the President and the
NSC on national foreign intelligence and provide the President
and other officials in the Executive Branch with national foreign
intelligence;

(b} Be the head of the CIA and of such staff elements as
may be required for discharge of the Director's Intelligence
Communlty respon51b111t1e5, -

e (c}’““Kct, 1ﬁ appropr1ate consultaglon with' the*depart—l;~ =
ments and agencies, as the Intelligence Community's principal
advocate to the Congress, the news media and the public, and

Approved For Release 2008/02/06 : CIA-RDP87B01034R000200020056-1



Approved For Release 2008/02/06 : CIA-RDP87B01034R000200020056-1

facilitate the use of national foreign intelligence products by

the Congress in a secure manner;

(d) Develop;, consistent with the requirements and
priorities established by the NSC, such objectives and guidance

for the Intelligence community as will enhance capabilities for
responding to expected future needs for national foreign intelli-

gence;

{e) promote the development and maintenance of services
of copminon concern by designated foreign intelligence organiza-
tions on behalf of the Intelligence Community;

(£) Ensure implementation of special activities;

: {q) Formulate policies concerning intelligence arrange-—
ments with foreign governments, and coordinate intelligence
relationships between agencies of the Intelligence community and

-

thelintelligencé or internal security services of foreign govern-
ments;

{h) Conduct a program to ensure that foreign intelli-
gence information is adeguately protected through proper classi-

fication;
Y AAPUATAL
{i) Ezgablish, with the advice of the Intelligence

community, secur ity standards and procedures to govern all
individuals and entities having accessS to or that distribute
foreign intelligence and counterintelligence, provided that such
standards shall not preclude any department or agency from
imposing higher security standards or from complying with
specific statutory reguirements applicable to that department or

agency;

(3) pevelop, in accordance with applicable law and.hﬁ?iit:*@;
restrictions—contained i i W L o~

; 2
intelligence sources and methods from unauthorized disclosur e
ine}&e}ing’tiTET?tdb%lshmcrrb of minimnm S W

. . - 3 ;_' > g EEES tc_cr t,)pat
FistributeTmformation : S -, &
mettrods . ¢bw1

(k) Establish uniform criteria for the determination of gﬁﬁ;
relative priorities for the transmission of critical national A

foreign intelligence, and advise the Secretary of Defense
concerning the communications requirements of the Intelligence
Community for the transmission of such intelligence;

e e et = e & P o A

7543ilw@({)¥34ptoviaéwappropriaté;intelligence;toyaéﬁa:tments;and—w-;
agencies not within the Intelligence Community; SR s
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riate committees or other advisory

t (m) Establish approp 50Ty
tion of the Director's responsibili-

groups to assist in the execu
ties;

(n) In accordance with law and relevant procedures
Attorney General under this Oréder, give the heads

of the departments and agencies access to all intelligence,
developed by the CIA oOr the staff elements of the Director of

Central Intelligence;, relevant to the national intelligence needs  _ip
of the departments and agencies; | ogpepreTtn avachasdens e Om*ittvb

(o) Bave full responsibility for production and dissemi-—
nation of national foreign intelligence and authority to levy
analytic tasks on departmental intelligence production organiza-—
tions, in consultation with those organizations, ensuring that -
diverse points of view are considered fully and that differences
of judgment within the Intelligence Community are brought to the

attention of national policymakers;y

approved by the

_ {1) Ensure the timely exploitation and dissemination of
data gathered by national foreign intelligence collection means,
and ensure that the resulting intelligence is disseminated
immediately to appropriate components and commands;

{yy) ~ Establish mechanisms to translate national foreign
intelligence objectives and priorities developed by the NSC into-
and—errsare tirat

specifim_guidance for the Intelligence Community, A =
such-mechanrisms—are 4%£kaunaspansix&»%a}—%he~ﬂeffkr%ﬂ9~the QﬁuJuvk
Secretary—of—befemnrse in‘thc~eeﬂd&e%—e%—mé%é%afy—epeﬁ&eéeﬁs; A |

dewdoprs

(r) Provide to departments and agencies having infor- o @&“4
mation collection capabilities or intelligence assets that are
not a part of the National Foreign Intelligence Program advisory 2
tasking concerning collection of national foreign intelligence, S0
with particular emphasis placed on increasing the contribution of K
departments Or agencies to the collection of information through *W””?T

overt means; o+
e
(s) Resolve conflicts of tasking priority in national *ﬂb&»ﬁ
foreign intelligence activitiesf 4 thoek ey Pte s 2
(&) Provide guidance for National Foreign Intelligence .
program and budget development to intelligence Community program P
managers, and department and agency heads;
ﬂl\r\.u«#oc'b LWW., /WM ¥ d ‘/]
{(u) pevelop,;with the advice of the departments and o

e consolidated National Foreign Intelli- _JhAQﬁ
land present-it to-the-President “through: the 7 -

i L4
(rsocks

agencies concerned,
gean_Prqgram“budget*
Office of 'Managemeén

-and Budget; 7T 7T e

s ek
T il *:kp\ KUMLPMJ-
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(v) Present and justify the National Foreign Intelli-
gence Program budget to the Congress;

(w) Review and approve all reguests for repr ammin
National Foreign Intelligence Program funds, in acgord ¥ th
guidelines established by the Office of Management ydget;

{x) Monitor National Foreign Intelligence Program imple-
mentation and, as necessary, conduct program and performance
audits and evaluations; wawe

{(v) Together with the Secretary of Defense, ensure that
there is no unnecessary overlap between national foreign intelli-
gence programs and Department of Defense intelligence &Rd- preyte—,
—inte%%&gﬁncc—%e%a%é&wactiv%t§e9r-and provide to and obtain from

~ the Secgetary of _be se all information necessary for this
s5¢ /77 »
purpo A 9%’“ an B g

_5)1 ‘ |
1-4. butibs and Responsibilities of the Heads of Executive
Branch Depdrtments and Agencies.

7

7

y

,ILQOl. The heads of all Executive Branch departments and
agencits shall, in accordance with law and relevant procedures
approvaed by the Attorney General under this Order, give the
gffector of Central Intelligence access to all information

elevant to the national intelligence needs of the United States

and shall give due consideration to requests from the Director of
Central Intelligence for appropriate support for Intelligence
Community activities.

1-402. The héi;s of departments and agencies involved 1in
the National Foreign Intelligence Program shall ensure timely
development and submission to the Director of Central Intelli-
gence of proposed national programs and budgets in the format
designated by the Director of Central Intelligence, by the
program managers and heads of component activities, and shall
also ensure that the Director of Central Intelligence is
provided, in a timely and responsive manner, all information
necessary to Perform the Director's program and budget respon- (7/T
sibilities. ¢

1-408. The heads of departments and agencies involved in

the National Foreign Intelligence Program may appeal to the
President decisions by the Director of Central Intelligence on
budget or reprogramming matters of the National Foreign Intelli-

gence Program.

1-5, f,SenidrhOfEicialsﬁof*tﬁe*Iﬁteltigénce~€ommunity._A‘_“ e e

The heads of departments and agencies with organizations
in the Intelligence Community or the heads of such organizations,
as appropriate, shall:

. ) Tens okl U ' St | #noun Tt
,VJW?:,:A&\ memm

Comgash N WA~ Uuiked STl tfwbiﬂ, fhﬂioz;'
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1-501. Ensure that all activities of their organizaéions
are carried out in accordance with applicable law and assigned
e

missions;

1-502. Make use of the capabilities of other agencies
within the Intelligence Community in order to achieve efficiency

and mutual assistance;

1-~503. Contribute in their areas of responsibility to
the national foreign intelligence products;

1-504. Establish internal polic¢ies and guidelines
governing employee conduct and ensure that such are made known to

each employee;

1-~505. Provide for strong, independent, internal means
to identify, inspect, and report on unlawful or improper
activityj

1-506. Report to the Attorney General possible viola-
tions of those federal criminal laws specified in procedures
agreed upbn by the Attorney General and the head of the depart-
ment or agency concerned in a manner consistent with the
protection of intelligence sources and methods, as specified in

those procedures;

1-507. In any case involving serious or continuing
breaches of security, recommend to the Attorney General that the
case be referred to the FBI for further investigation;

1-508. Furnish the Director of Central Intelligence and
the NSC, in accordance with applicable law and procedures
approved by. the Attorney General under this Order, the informa-
tion required for the performance of their respective duties;

1-5009. Report to the Intelligence Oversight Committee of
the President's Foreign Intelligence Advisory Board and keep the
Director of Céntral Intelligence appropriately informed,
concernlng any intelligence activities of their organizations

which raise -seriews questions of legality or propriety;

1-510. Protect intelligence and intelligence sources and
methods from unauthorized disclosure consistent with guidance
from the Director of Central Intelligence and the NSC;

1 511. Disseminate intelligence to cocoperating foreign

govgrnments Under -arrangements established--or. agreed +to- bj theﬂ_n“,?*u

. - e e
‘ Pl . D s Lt R

‘Director of Central Intelligence; % +- 57
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1-512. Execute programs to protect foreign intelligence
through proper classification;
1-513. Instruct their employees to cooperate fully with

the Intelligence Oversight Committee of the President’'s Foreign
Intelligence Advisory Board; and

1-514. Ensure that the Inspectors General and General
Counsel) for their organizations have access to any information
necessary to perform tqeir duties assigned by this Order.

1-6. The Central Intélligence Agency. .

All duties and éesponsibilities of the CIA shall be
related ko the intelligence functions set out below. AS
authorized by the National Security Act of 1947, as amended, the
CIA Act of 1949, as amended, and other laws, regulations and
directivyes, the CIA, under the direction of the NSC, shall:

1-601. Collect foreign intelligence, including  informa-

tion not btherwise obtainable, and develop, conduct,gg%Qprovide v
support fui technical and other programs which colle national

foreign intelligence. = The collection of information within the

United States shall be coordinated with the FBI as reguired by
procedures agreed upon by the Director of Central Intelligence

‘and the Attorney General;

1-602. Produce and disseminate foreign intelligence
relating to the national security, including foreign political,
economic, scientific, technical, military, geographic,
biographic, and sociological intelligence to meet the needs of
the President, the WsSC, and other elements of the United States

Government;

1-603. Collect, produce and disseminate intelligence on
foreign aspects of narcotics production and trafficking;

1-604., Conduct counterintelligence activities outside
the United States and coordinate all counterintelligence activi-
ties conducted outside the United States by other departments and

agencies;

1-605. Without assuming or performing any internal secu-
rity functions, conduct counterintelligence activities within the
United States, but only in coordination with the FBI as required
by procedures agreed upon by the Director of Central Intelligence

and the-Attorney General; . . . _ -.._. o B

B s i

12€66.  Produce and disseminate counterintélligence T
studies and reports;
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1-607. -Coordlnate the collection outside the United

‘States of intelligence information by—e%aﬂﬁestrﬂE‘mcaﬁs~aad )

coordimat
. —wemee—informatien not otherwise obtainable;

1-608. Conduct special activities approved by the Presi-
dent and carry out such activities consistent with applicable

law;

1-609. Conduct services of common concern for the Intel-
ligence Community as directed by the NSC;

1-610. Carry out or contract for research, development
and procurement of technical systems and devices relatlng to
autporl zed functions;

1-611. Protect the security of its installations,
activities, information, property, and employees by appropriate
means, including such investigations of applicants, employees,
contractors, and other persons with similar associations with the

CIA as are necessary;

F
1m612. Conduct such adhinistrative and technical support
activities within and outside fthe Unit States as are necessary
to perform the functions desg¢gribed inﬁ%%:tiiﬁ:)—601 through 1-611
“above, including procuremeny and esse al cover and proprietary
arrangements ¥ _ %7f

1-613. Provide legal, legislative, oversight, and
administrative support services to the staff elements of the

Director of Central Intelligence.

1-7. The Department of State.

The Secretary of State shall:

1-701. Overtly collect foreign political, sociological,
economic, qc1ent1f1c, technical, political-military and
associated blographlc information;

1-702. Produce and disseminate foreign intelligence
relating to United States foreign policy as reguired for the
execution of the Secretary's responsibilities;

1-703. Disseminate, as appropriate, reports received
from United States diplomatic and consular posts ab§gag;
T

%

1=704.- - €énsutt with.the Dirgpctor of Lentral Intelligericegil”

+e-ensure that national foreign intelligence’activities ase s d T

LEeful-to—ared- consistent with United States foreign policy;

e —
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1—7053 Transmit reporting requirements of the Intelli-
gence community to the chiefs of United States Missions abroad;

| __—7

and { P /,z7ﬁfggnoﬂji ,

- 1—706% Ssupport Cchiefs of Missidﬁi)n dischgrgigg their V*f/
statutory regponsibilities for direction and coordination of . CD(<“'

mission activities.
i - /ﬂ,

1-8. The Department of the Treasury. ,fﬁi/)

vwhe Secretary of the Treasury shall:

1-801. overtly collect foreign.financial and monetary -
informations;

1-B02. Partiéipate with the Department of State in the
overt coullection of general foreign economic information;

1-803. produce and disseminate foreign.intelligence
relating to United States economic policy as required for the
execution of the Secretary's responsibilities; and

1804, conduct, through the United States Secret
Service, activities to determine the existence and capability of
curveillance eguipment being used against the president of the
United States, the Executive Office of the President, and, as
authorized by the secretary of the Treasury or the President,
other Secret Service protectees and United States officials. NoO
information shall be acguired intentionally through such activi—
ties except to protect against such surveillance, and those
activities shall be conducted pursuant to procedures agreed upon
by the Secretary of the Treasury and the Attorney General.

1-9. The Department of pDefense.

The Secretary of Defense shall:

1-901. . Collect national foreign jntelligence and be
responsive to collection tasking by the Director of Central

Intelligence; bequMPL;C

1-902. Collect, produgé and disseminate foreign military
and military-related intelliggnce information, including scien-—
tific, technical, political, geographic and economic information
as required for execution of the Secretary's responsibilities;

. 1-903. Conduct programs and missions necessary to
-fulfill nationalbgnd tactical foreign intelligence reguirements; .

]
1-904. Conduct counterintelligence activities in support
of Department of pefense components outside the United States in

——
1
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coordination with the CIa, and within the United States in
coordination with the FBI pursuant to procedures agreed upon by r//’ Z?
the Secretary of DefenSEIQnd the Attorney General, and produce /
and disseminate counterintelligence studies and reports;

l~§65. Direct, operate, control and provide fiscal

management for the National Security Agency and for defense and
military intelligence and national reconnaissance entities; -

1-906. Conduct, as the executive agent of the United
States {overnment, signals intelligence and communications secu-
rity activities, except as otherwise directed by the NSC;

1-907. Provide for the timely transmission of critical
intelligence, as defined by the Director of Central Intelligence,
within the United States Government;

1-908. Review budget data and information on Department
of Defense programs within the National Foreign Intelligence
Program and review budgets submitted by program managers to the
Director ©f Central Intelligence to ensure the appropriate
relationship of the National Foreign Intelligence Program
elements bop the other elements of the Defense program;

1-909. Monitor, evaluate and conduct performance audits

of Department of Defense intelligence programs;

1-910. Carry out or contract for research, development
and procurement of technical systems and devices relating to

authorized intelligence functions;
g MJQ%) Hyé/ Lqukﬁfmﬂ

1-911. Protect thﬁ/égcﬁjzty of Departmeght of Defense
installations, activities,”/information and pesrsonrsel by appro- -
priate meanﬁgjncluding such investigations of applicants, y+/’
employees, contractors and other persons with similar associa~y/,/
tions with the Department of Defens%gﬁs are necessary;

1-912. , ~ Establish and maintain military intelligence
relationships and military intelligence exchange programs with
selected cooperative foreign defense establishments and inter-
national organizations, and ensure that such relatiaonships and
programs are in accordance with policies and procedures
fo:mulafeg ?y the Director of Central Intelligence; -and-

— {2~

l—QIZfF Conduct such administrative and technical support
activities within and outside the United States as are necessary
to perform the functions described in sections 1-901 through

- 1-917 -above. o - e . . ‘

1-10. Intelligence Components Utilized by the Secretary of
Defense.

6

7-97. Together with the Director of Central Intelligence, ensure
that there is no unnecessary overlap between national foreign intel-
ligence programs and Department of Defense intelligence programs and

provide to,and obtain from the Director of Central Intelligence all
49 informati essary tor this purposeg“’@hj

- I'LL‘\”:'/
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In carrying/outithe responsibilities assigned in sections
1-901 through 1-91%, the Secretary of Defense is authorized to

utilizé the following:

. 1-1001. Defégge Intelligence Agency, whose responsibil-—
ites shall include: i

i {a) Collection, production or, through tasking and
coordination, provision of military and military-related intelli-

gence for the Secretary of Defense, the Joint Chiefs of Staff, .
other Defense components, and, as appropriate, non7Béfense )
agencies;

{b) Collection and provision of military intelligence
for national foreign intelligence and counterintelligence
productsy

{0 Coordination of all Department of Defense -Ee-weigim
intelligence collection requirements;

(<) Management of the Defense Attache system; and

() provision of foreign intelligence and counter-—
intelliqunce staff support as directed by the Joint Chiefs of

staff.

1--1002. National Security Agency, whose responsibilities
shall include:

(a) Establishment and operation of an effective unified
organization for signals intelligence activities, except for the
delegation of operational control over certain operations that
are conducted through other elements of the Intelligence Commu-

nity. No other department or agency may engage in signals
intelligence activities except pursuant to a delegation by the

Secretary of Defense;

, {b) Control of signals intelligence collection and
processing activities, including assignment of resources to an
appropriate agent for such periods and tasks as regquired for the

direct support of military commanders;

{c) Collection of signals intelligence information for
national foreign intelligence purposes in accordance with
guidance from the Director of Central Intelligence;

{8)-- Processing of signals intelligence data for national = _
foreign intelligence purposes in accordance with guidance from
the Director of Central Intelligence;

11
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(e) Dissemination of signals intelligence jnformation
for national foreign intelligence purposes to authorized elements
of the Government, including the military services, in accordance

~ with guidance from the pDirector of Central Intelligence;

(£) Collection, processing, and dissemination of signals

intelligence information for counterintelligence purposess;

{g) provision of signals intelligence support for the
conduct of military operations in accordance with tasking:
priorities and standards of timeliness assigned by the Secretary
of Defense.. If provisions of such support requires use of
national collection systems, these systems qill pe tasked within
existing guidance from the pirector of Centﬁal Intelligence;

(h)  Executind the responsipilites ¢ the secretary of ¢
pefense as executive agent for the communications security of the
United Btates Government;

(i) conduct of research and development to meet needs of
the Unikted states for signals intelligence and communications
securibys

el )
(3 protection of the seﬁC}ity of its installations, 0
activities, information and Pe%aeﬁﬁe% by appropriate meansy) pf;;r
includihz@buch investigations of applicants, employees, contrac—

tors and&bther persons with similar associations with the fgézgs ;
are necessaryi = ' .

FE |
(k) P:escringi) within its field of authorized opera~= #btﬁ
tions, security regula Tons covering operating practices: '
including the transmission, handling and distribution of signals
jntelligence and communications security material within and

among the elements under control of the Direghtor of the NSA, and
exercising the necessary supervisory contqung ensure compliance J%b

with the regulations; and -~ Eﬂ_wgnﬁgyubgpw¢mp

(1) :ponduct of foreign cryptologic 1iaisonA%e%a%éeﬂshtps
in accorgance with policies and procedures formulated by the
Director of Central Intelligence.

1-1003. of s ecialized intel-

offices for the collection &)
whose responsibilities

1i9eﬂpe through reconnaissance programs,
shall include:

(a) carrying out consolidated reconnaissance programs
_forwspecialized,intelligence; L L e

{b) Responding to tasking for national[ depaftmén%al:énd
tactical purposes in accordance with procedures established by
the Director of Central Intelligence; and

12
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(c) Delegating authority to the various departments and
agencies for research, development, procurement, and operation of
designated means of collectlon.

1-1004. The foreign intelligence and counterintelligence
elements of the Army, Navy, Air Force and Marine Corpsrwhose
responsibilities shall include:

{a) Collection, production d dissemination of military
and ml]xtary -related forelgn intel ce, including information
on indications and warnings, foreign capabilities, plans and
weapons systems, scientific and technical developments and
narcotics production and trafficking. When collection’ is
conducted in response to national foreign intelligencejrequire-
ments, it will be conducted in accordance with guidance -from the
Director of Central Intelligence. Collection of national foreign
intelligance, not otherwise obtainable, outside the United States
shall be coordinated with the CIA, and such collection within the
United States shall be coordinated with the FBI;

(b} Conduct of counterintelligence activities outside
the United States in coordination with the CIA, and within the
United Btates in coordination with the FBI, and production and

dissemination of counterintelligence studies or reports; and

{e) Monitoring of the developmeht, procurement and
management of tactical intelligence systems and eguipment and
conducting related research, development, and test and evaluation

activities.

1-1005. Other offices within the Department of Defense
~appropriate for conduct of the intelligence missions and respon-
sibilities assigned to the Secretary of Defense. If such other

offices are used for intelligence purposes, the provisions of
ectidn3 2}101 through 2-309 of this Order shall apply to those /%/’
officef—When used for those purposes.

1-11. The Department of Energy.

The Secretary of Energy shall:

1-1101. Participate with the Department of State in
overtly collecting political, economic and technical information
with respect to foreign energy matters;

1-1102. Produce and disseminate foreign 1ntelllgence

neces;dry “for the Secretary's responSbelltles, R .»:}_ o

1-1103. Participate in formulating intelligence coilec—
tion and analysis reguirements where the special expert capa-
biksz)of the Department can contribute; and -

es
13

Approved For Release 2008/02/06 : CIA-RDP87B01034R000200020056-1



Approved For Release 2008/02/06 : CIA-RDP87BO1034R000200020056-1

capabilif

icS
/}—12. The Federal Bureau of Investigation.

1-1104. Provide expert technical, analytical and research
giiko other agencies within the Intelligence Community. %?{

Under the supervision of the Attorney General and pursuant

to such regulations a
Director of the FBI shall:

1-1201. Within the United States conduct counterintel

gence and coordinate counterintelligence activities of other

s the Attorney General may establish, the

li—

agencies within the Intelligence Community. When a counterintel-

ligence activity of the FBI involves military or civilian

personnel of the Department of Defense, the FBI shall coordinate

with the Department of Defense;

1-1202. Conduct counterintelligence activities outside
the United States in coordination with the CIA, subject to the

approval of the Director of Central Intelligence;

1-1203. Conduct within the United States, when reqguested

by officials of the Intelligence Community designated by the
President, lawful activities undertaken to collect foreign
intelligefice Or sSupport foreign intelligence collection regui
ments of other agencies within the Intelligence Community;

1-1204. Produce and disseminate foreign intelligence,

re—

counterintelligence and counterintelligence studies and reports;

and

1-1205. Carry out or contract for research, development

and procurement of technical systems and devices relating to
functions authorized above.

14
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SECTION 2 ;

|
{
] CONDUCT OF -
; INTELLIGENCE ACTIVITIES
1
2-1.  General.

Emlol.‘ Purpose. Information about the capabilities,
intentions and activities of foreign powers, organizations, Or
persons and their agents is essential to informed decisionmaking
in the areas of national defense and foreign relations. The
measures employeﬁ to acgquire such information should be respon-
siv% to legitimate governmental needs and should be conducted in
a manner that respects established concepts of privacy and civil

liberties.  ©

2.102.  Principles of Interpretation. Sections 2-201
through 2-309 set forth governing principles which, in addition
to other applicable laws, are intended to achieve the proper
balance between protection of individual interests and acqui-
sition ©f essential information. Those sections govern the con-
duct of specific activities which are authorized for the per-
formance of the functions and responsibilities assigned to the
agencies within the Intelligence Community. Those sections shall
not be construed as affecting or restrictilng other lawful activi-
ties of intelligence components not otherwise addressed
therein. Nothing in this Order shall affegct the law enforcement
responsibilities of any department or agenkcy. ANY collection
activity conducted for a jaw enforcement purpose may be handled
in accordance with relevant law enforcemenk procedures, as appro-

priate. [ — | A oy .
. lk\k %‘ A_—’f"AW [ =g —
2-2. Use of Certain Collection Techniques. Ty O4~ h—L} Qecs -
2-201. General Provisions.
{a) The activities described in sections 2-202 through

2-208 shall be undertaken only as permitted by this Order and by
procedures established by the head of the agency concerned and
approved by the Attorney General. These procedures shall protect
constitutional rights and privacy, ensure that information is

gathered by the least intrusive means possible, and limit use of

such information to lawful governmental purposes. The Attorney
General shall provide a statement of reasons for not approving

any procedures established pursuant to this section. The ,
Mational ‘Security -Council -may -establish procedures in.situations. -~ —

where the ‘agéncy head and the Attorney General are unable to IR
reach agreement.
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(b) The Attorney General hereby is delegatéd the power
to approve the use, for intelligence purposes, of any technique
for which a warrant would be required if undertaken for: law

enforcement purposes, provided that such activities shgldl not be

undertaken in the Unjited States or against a United States person
abroad without a judicial warrant, unless the Attorney General
has determined that under the circumstances the activity is
lawful under the Constitution and statutes of the United States.

i

2~202. Electronic Surveillance. The CIA may not engage
in any electronic surveillance within the United States. No
agency within the Intelligence Community shall engage in any
electronic surveillance ‘directed against a United States person
abroad or designed to intercept a communication sent from, or
intended for receipt within, the United States except as
permitted by the procedures established pursuant to section
2-201. ‘Praining of personnel by agencies in the Intelligence
Commuriity in the use of 'electronic communications equipment,
testing by such agencies of such equipment, and the use of
measures to determine the existence and capability of electronic
surveillance eguipment being used unlawfully shall not be
prohibited and shall also be governed by such procedures. Such
activitlies shall be limited in scope and duration to those neces-
sary to carty out the training, testing or countermeasures
purpose, No information derived from communications intercepted
in the vourse of such training, testing or use of countermeasures
may be retained or used for any other purpose. Any electronic
surveillance, as defined in the Foreign Intelligence Surveillance
Act of 1978, shall be conducted in accordance with that Act as

well as this Order.

2-203. Electronic, Optical, or Mechanical Monitoring.
Electronic, optical, or mechanical devices may be used to monitor
any person in the United States or any United States person
abroad, in-eisermstances where—a—wareanbowanldbo—requiTed i
Lnderraen—for—laop-—enfercoment prEposes, but only in accordance

with procedures established purSuant to section 2-201. Any
monitoring which constitutes electronic surveillance as defined
in the Foreigh Intelligence Surveillance Act of 1978 shall be

conducted in accordance with that Act as well as this Order.

2-204. Physical Searches. No agency within the Intelli-
gence Community other than the FBI may conduct any unconsented
physical search within the United States except as provided in
this section. The counterintelligence elements of the military
services may conduct such searches directed against active duty
military personnel when authorized by a military commander
enpowered to  approve “physical searches for law enforcement
purposes pursuant to the Manual for Courts-Martial, Rule-315 ———=——"-
(E.O0. 12198), based upon a finding of probable cause to believe
that such persons are acting as agents of foreign powers. The
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Cia!may conduct such searches of personal property of non-U.S.
persons lawfully in its possession. All such searches within the
United States, as well as all such searches conducted by any
agency within the Tntelligence Community outside the United
States and directed against U.S. persons shall be undertaken only
as permitted by procedures estdblished pursuant to section 2-201.

‘ 2-205. Mail Surveillance. No agency within the Intelli-
gence Community shall open mail or examine envelopes in United
States postal channels, except in accordance with applicable
statutes and regulations. No agency within the Intelligence
Community shall open mail of a United States person that is out—
side U.S. postal channels except as permitted by procedures
established pursuant to section 2-201.

| 2-206. Physical Surveillance. The FBI may conduct
physical surveillance {iretuding T o use of monitoring dewviees
ﬁd;awh%ﬁh~a‘Wﬁ?fEEt—woﬁ%é_HEtwné:;eqﬁ&rtu*EUL taw—eTLCTCEensITt
purpestsy directed against United States persons or others in the
course of a ‘lawful investigation. Other agencies within the
Intelligence Community may undertake physical surveillance

| Heeluding—bhe—nse_ofme Tes eSSt
—-——

PE—

directed

%ﬁ:a:ct.llga&i-—-‘ = ‘aw CLII:UL \...__rrr:‘nt P oS TS )
against a United States person if:
{a) The surveillance is conducted outside the United

States and the person is being surveilled in the course of a
lawful foreign intelligence, counterintelligence, international
narcotics or international terrorism investigation;

(b) That person is being surveilled for the purpose of
protecting foreign intelligence or counterintelligence sources
and methods from unauthorized disclosure or is the subject of a
1awful counterintelligence oOr personnel, physical or communica-—
~tions security investigation; or

(c) The surveillance is conducted solely for the purpose
of identifying -a person who is in contact with someone described

in subsection™(a) or (b) of this section.

(d) surveillance under paragraph (b} may be conducted
within the United States of only a present employee, intelligence
agency contractor or employee of such a contractor, or military
person employed by a nonintelligence element of a military

service.

‘ 2-207. Undisclosed Participation in Domestic Organiza-
‘tions. ‘Employees of agencies within the Intelligence Community

may join, or other&isebééttiéipété'in;*any“organiZation within -

the United States on bebalf of any agency within the Intelligence
Community without disclosing their intelligence affiliation to

17
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appropriate officials of the organization, but only in accordance
with procedures established pursuant to section 2-201. Such
procedures shall provide for disclosure of such affiliation in
all cases unless the agency head.or a designee finds that non— -
disclosure is essential to achieving lawful purposes, and that
finding is subject to review by the Attorney General. Those
procedures shall limit undisclosed participation to cases where:

{a) The participation is undertaken on behalf of the FBI.'
in the course of a lawful investigation;

{b) " The organization concerned 1s composed primarily of
ipdividuals who are not United States persons and is reasonably
believed to be acting on behalf of a foreign power; OrF

() The participation 1is strictly limited in its nature,
scope and duration to that necessary for other lawful purposes
relating to foreign intelligence and is a type of participation

- approved by the Attorney General and set forth in a public docu-

ment. NG such participation may be undertaken for the purpose of
influencing the activity of the organization or its members
unless the Attorney General has approved the participation and
determined that it will not interfere with any rights protected
by the renstitution or laws of the United States.

2-208. Collection of Nonpublicly Available Informa-
tion. An agency within the Intelligence Community may collect,
retain in files on identifiable United States persons, or
disseminate information =few—= ; : i
; Lo S - — concerning the activities of United States
persons that is not available publicly, only if it does so with
their consent or as permitted by procedures established pursuant
to section 2-201. Those procedures shall limit collection,
retention in files on identifiable United States persons, and
dissemination to the following types of information:

(a) Information concerning corporations or other commer-
cial organizations or activities that constitutes foreign intel-

. ot . .
ligence Or counterintelligence;

{b) Information arising out of a lawful counterintelli-
gence Or personnel, physical or communications security investi-

gation;

(c) Information concerning persons, derived from any
lawful investigation, which is needed to protect foreign intel-
ligence Or counterintelligence sources OrI methods from unautho-

- e . -

e e e et e W e o e e % eMTes e e - e

(a) Tnformation needed solely to identify individuals in
contact with those persons described in paragraph (c) of this
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‘ |
section or in contact with someone who is the subject of a lawful
foreign intelligence or counterintelligence investigation;

: (e) Informatidn concerning persons who are reasonably
 pelieved to be potential sources OrL contacts, but only for the
purpose of determining the suitability or credibility of such
persons;

_ {£) Information constituting foreign intelligence or
counterintelligence gathered abroad or from electronic surveil-
" Jance conducted in compliance with section 2-202 or gathered by
1awful means in the United States;: .

(g) Information about a person who has acted or may be
acting on behalf of a foreign power, has engaged or may be
engaging in jnternational terrorist or narcotics activities, or
has endangered the safety of any person protected by the United
States Secret Service or the Department of State, or may be
endangering the safety of any person;

(h) Information acquired by overhead reconnaissance not
directed at specific United States persons;

(1) Tnformation concerning United States persons abroad
that is ohtained in response to requests from the Department of
State for support of its consular responsibilities relating to
the welfare of those persons;

(3) Information collected, received, disseminated or
stored by the FBI and necessary to fulfill its lawful investiga-—
tive IQSPOnsibilities;

(k) Information concerning persons or activities that
pose a credible threat to any facility or employee of any agency
within the Intelligence Community or any department containing
such an agency; OrL

(1) Information concerning persons Or organizations who
are the targets, victims or hostages of international terrorist
organizations. :

In addition, those procedures shall permit an agency within the
Intelligence Community to disseminate information, other than
information derived from signals intelligence, to another agency
within the Intelligence ¢community for purposes of allowing the
recipient agency to determine whether the information is relevant
_to.its lawful responsibilities and can be retained by it._ __

»-3. Additional Principles. - , T
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2--301. Tax Information. Agencies within the Intelli-
gence Community may examine tax returns or tax information only

as permitted by applicable law.
/ .

2-302. Human Experimentation. No agency within the
Intelligence Community shall sponsor, contract for, or conduct
research on human subjects except in accordance with guidelines
issued by the Department of Health and Human Services. The
subject's informed consent shall be documented as required by

those guidelines.

2-303. Contracting. No agency within the Intelligence
Community shall enter into a contract or arrangement for the
provision of goods or services with private companies or institu-
tions in the United States unless the agency sponsorship is known
to 'the appropriate officials of the company or institution. . In
the case of any company Or institution other than an academic
institution, intelligence agency sponsorship may be concealed
where it is determined, pursuant to procedures approved by the
agency head, that such concealment is necessary for authorized
intelligence purposes.

2-304. Restrictions on Personnel Assigned to Other
Agencies. An employee detailed to another agency within the
federal government shall be responsible to the host agency and
shall not report to the parent agency on the affairs of the host
agency unless so directed by the host agency. The head of the
host ayency, and any successor, shall be informed of the
employee's relationship with the parent agency.

., 2-305. Prohibition on Assassination. No person employed
by or acting on behalf of the United States Government shall
engage in, or conspire to engage in, assassination.

2-306. Special Activities. No component of the United
States Government except an agency within the Intelligence Commu-
nity may conduct any special activity. No such agency except the
cIia (or the Agmed Forces of the United States in time of war
declared by Congress or during any period covered by a report
from the President to the Congress under the War Powers Resolu-
tion (87 Stat. 855)) may conduct any special activity unless the
President determines that another agency is more likely to
achieve a particular objective. '

¥

2-3?2(’ Restrictions on Indirect Participation in
Prohibited Activities. No agency of the Intelligence Community
shall -eamed—eut, indirectly-or by proxy, any activity forbidden

by .this Order.or by applicable law.- '~ . - ."° ~.._ .17

2-308. .-Reétfictions'on Assistance to Law Enforcement
Authorities. Agencies within the Intelligence Community other

20
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‘than the FBI shall not, except as expressly anthorized by law or
section 2-309: £

-~ (a) provide services, equipment, personnel OL facilities
to the Law Enforcement Assistance Administration (or its succes-~
sor agencies) Or to state or local police organizations of the
United Btates; O

{b) participate in or fund any 1lawvw enforcement activity
within the United States.

2-309. permissible anssistance to ILaw Enforcement
Authoripies. The restrictions in section 2-308 shall not

preclude: Lawfbrgﬂb

{a) Cooperation with appropriate law efforcement
agencies for the purpose of protecting the = ' information,?ﬂﬁi
and facilities of any agency within the Intelligence Community;

{H) participation in law enforcement activities in
accordance with lawv and this Order, to jnvestigate or prevent
clandestine intelligence activities by foreign powers, OrL

ipternational terrorist or narcotics activities; oOr

(i) Provision of specialized equipment, technical know-—
ledge, OC assistance of expert personnel for use by any depart-—
ment of agency OLy when lives are endangered, to support local
law enforcement agencies. Provision of assistance by expert
personnel shall be approved in each case by the General Counsel
of the providing agency.

2-310. Permissible Dissemination and Storade of Informa-—
tion. Nothing in sections 5-201 through 2-309 of this Order
shall prohibit: '

(a) Dissemination to appropriate law enforcement
agencies of information which may indicate involvement in activi-

ties that maxhv1olate federal, state, local or foreign lavws;

{b) Storage of information required by law to be
retained;

(c) Dissemination of information covered by section
2-208 to agencies within the Intelligence Community or entities
of cooperating foreign governments; or

{d) Lawful storage Or ﬁisseminatioq_of ggfqrmation for
aministrative purposesten T T Tl Tn T Il TTEIT T e I

e e o o e e o 2T T e = e T
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SECTION 3

OVERSIGHT OF INTELLIGENCE

| ORGANIZATIONS
- 1

f
3-1. president's Foreign Intelliagence Advisory Board.

3-101. puties. &here is hereby established within the
Executive Office of the President the President's Foreign Intel-
ligence Advisory Board, hereinafter referred to as the "Board."
The Board shall: , :

: (a) gdvise the President concerning measures to support
and improve the performance of the Intelligence Community:
| . ‘

(b) gdvise the President concerning the objectives,
conduct:, management and coordination of the various activities
comprising the overall national intelligence effort;

_ (c) gpnduct a continuing review and assessment of
intelligence and related activities in which the Intelligence
Community -and other Government departments and agencies are

engaged;

(d) ;ﬁceive, consider and take appropriate action with
respect to matters jdentified to the Board by the Director of
Central Intelligence and the heads of other Government depart-—
ments and agencies of the Intelligence Community, in which the
support of the Board will further the effectiveness of the
national intelligence effort; and

(e) report to the President periodically, but at least

semiannually,”@oncerning the Board's f£indings and appraisals, and
make appropriate recommendations for actions to achieve increased
effectiveness of the Government's intelligence effort in meeting

national intelligence needs.
S

3-102. Membership. Members of the Board shall be
appointed by the President from among persons outside the Govern-
ment, qualified on the basis of knowledge and experience in
matters relating to the national defense and security, Or
possessing other knowledge and abilities which may be expected to
contribute to the effective performance of the Board's duties.
One member of the Board shall be designated by the President as
chairman. = The members of the Board shall receive such compen-—
sation rand-allowances: consonant with_law, as_may be.prescfibegﬂ”;;f"
hereafter. R SRR e S e L T

- — e —— e e e ———. e St -
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3-103. Intelligence Oversight Committee; puties. Three

members of the Board shall be designated by the President as the
Board's Intelligipce Oversight Committee (I0C). The TIOC shall:

(a) review gpriodically the practices and procedures of
the Inspector?’General and General Counsel with responsibilities
for agencies within the Intelligence Community for discovering

and reporting to the I0C intelligence activities that raise )
f legality and propriety, and consider written

and oral reports submitted by them concerning such activities;

{b) | Eeview periodically for adequacy the internal guide-—
lines of each” agency within the Intelligence Community concerning
the legality or propriety of intelligence activities; '

() report in a timely manner to the President concern-
ing any"intelfigence activities that any member of the Committee
believes are a violation of the Constitution or laws of the
United Hitates, Executive Order, oOr Presidential Directive, or are

a seridus impropriety;

{c1) forward to the Attorney General, in a timely manner,
reports wecei@éd concerning intelligence activities in which a
serbouws guestion of legality has been raised or which the TOC
pelieves to involve sesieue questions of legality; and

{e) . conduct such reviews of the practices and activities

~of agenciles w¥thin the Intelligence Community as the Committee

deems necessary to carry out its functions under this Order.

3-2. Inspectors General and General Counsel. Inspectors
General and General Counsel with responsibility for agencies
within the Intelligence Community shall:

3-201. Transmit timely reports to the IOC concerning any
intelligence activities that come to their attention and that
raise ~seswows questions of legality Or propriety;

3-202." Promptly report to the I0C actions taken concern-—
ing the Board's findings on intelligence activities that raise
seeseue. questions of legality or propriety;

3-203. Provide to the IOC information reguested concern-—
ing the legality or propriety of intelligence activities within
their respective agencies; '

3-204.  Formulate practices and procedures for discover-—

ﬁﬁztghdvreébifihgxfﬁ-EHE"IOCﬂihtelligence—activities:thatﬁraisg,fgggx‘
—@seizow questions of legality or propriety; angd T T T s e e
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3--205. Report to the IOC any occasion on which the
Inspectors General or General Counsel were directed not to report
any intelligence activity to the IOC which they believed raised

sorFows questions of legality or propriety.

} ~
3-3. Attorney General.; The Attorney General shall:

3-301. Receive énd consider reports from agenéies within
the Intelligence Community forwarded by the IOC;

3-302. Report to the President in a timely fashion any
intelligence activities which the Attorney General determines
violate the Constitution or laws of the United States, Executive
Order, or Presidential Directive;

; 3-303. Report to the IOC and to the President in a
timely fashion decisions made or actions taken in response to
reports from agencies within the Intelligence Community forwarded
to the Attorney General by the IOC; and :

304, Inform the IOC of legal oplnlons affectlng the
operatjuua of the Intelligence Community.

3-4. Responsibilities of Heads of Departments and Agencies. 1In
order to facilitate performance of the Board's functions, the
Director of Central Intelligence and the heads of all” other
departments and agencies shall make available to the Board all
information with respect to intelligence and related matters
which the Board may require for the purpose of carrying out its
responsibilities to the President in accordance with the terms of
this Order. Such information made available to the Board shall
be given all necessary security protection in accordance with the
terms and provisions of applicable laws and regulations.

3-5. Staff. The Board shall have a staff headed by an execu-
tive secretary, who shall be appointed by the President and shall
receive such compensation and allowances, consonant with law, as
may be prescribed by the Board. The executive secretary shall be
authorized, subject to the approval of the Board and consonant
with law, to appoint and fix the compensation of such staff
personnel as may be necessary for performance of the Board's
duties. No person who serves on the Board or its staff shall
have any contractual or employment relationship with any agency

within the Intelligence Community.

3-6. Compensation and Allowances. Compensation and allowances
of -the Board, the .executive secretary and members of the staff,

‘together- w1th‘other*expenses arising in connection- w1th -the™ worP L

of the Board, shall be paid from the approprlatlon appearing
under the heading "Unanticipated Needs” in the Executive Office

Appropriations Act, 1980, Pub. L. 96-74, 93 Stat. 565, and, to
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the extent permitted by law, from any corresponding appropriation
which may be made for subseguent years. Such payments shall be
made without regard to the provisions of §3681 of the Revised
Statutes and §9 of the Act of March 4, 1909, 35 Stat. 1027 (31

U.s.C. 672 and 673). )
H : /

3-7. Congressional Oversight. The duties and responsibilities
of the Director of Central Intelligence and the heads of other
departments, agencies, and entities engaged in intelligence
activities to cooperate with and assist the Congress in the

conduct of its responsibilities for oversight of intelligence
activities shall be as provided in title 50, United States Code,

§413.
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SECTION 4

GENERAL PROVISIONS

4-1. Implementation.

4-101. Except as provided in section 4-105 of this
section, this Order shall supersede Executive Order 12036,
"United States Intelligence Activities,"™ dated January 24, 1978,
and sections 1-104 and 1-105 of Executive Order 12139, "Foreign
Intelligence Electronic Surveillance,” dated May 23, 1979. )

4~102. The NSC, the Secretary of Defense, the Attorney
Genera1 ‘and the Dlrector of Central Intelligence shall issue such
appropzidte directives and procedures as are necessary to imple-—
ment this Order.

4~103. Heads of agencies within the Intelligence 7
Community shall issue appropriate supplementary directives and
proceduies consistent with this Order.

4--104. The Attorney General shall have sole authority to
issue and revise procedures required by section 2-201 for the
activities of the FBI relating to foreign intelligence and
counterintelligence. The Attorney General shall also develop
procedures for coordination by the Drug Enforcement Administra-
tion (DEA) with the Director of Central Intelligence to ensure
that the criminal narcotics intelligence activities of DEA are
- consistent with foreign intelligence programs. Procedure
also be developed for coordination by DEA of its prod 1on and
dissemination of intelligence on the foreign and mestic aspects
of narcotics production and trafficking wit er agencies with
responsibilities in these areas. Liaison-%ith intelligence and
internal ecurlty services of foreign governments will be
conducted in accordance with procedures established by the
Director of Cepntral Intelligence. -

4-105. Until the procedures reguired by this Order have
been established, the activities authorized and regulated herein
shall be conducted in accordance with procedures heretofore
approved or agreed to by the Attorney General pursuant to Execu-
tive Order 12036. Procedures required by this Order shall be
established as expeditiously as possible.

__._4-106. . _In_ some instances, the documents that 1mplemen§‘__¢m“,“
this Ordér will ‘bée ‘¢lassified:because -of.the. Sensitivity of ‘the .77~
information and its relation to national security. All instruc—
tions contained in classified documents will be consistent with

this Order. All procedures promulgated pursuant to this Order

26

Approved For Release 2008/02/06 : CIA-RDP87B01034R000200020056-1



Approved For Release 2008/02/06 : CIA-RDP87B01034R000200020056-1

will be made available to the Congressional intelligence commit-
tees in accordance with applicable law. ’

4-107. Unless otherwise specified, the provisions of -
this Order shall apply to activities both within and outside the
United States, and all references to law are applicable laws o
the United States, including the Constitution and this Order.
‘Nothing in this Order shall be construed to apply to or interfere
with any authorized civil or criminal law enforcement respon-—

sibility of any department or agency.

4-2. pDefinitions.

For the purposes of this Order, the following terms shall
have these meanings:

A-201. = Communications security means protection measures
taken to deny unauthorized persons information derived from tele-
commuriiirations of the United States Government related to
national security and to ensure the authenticity of such commu-
nications, Such protection results from the application of
security measures (including cryptosecurity, transmission secu-
rity, emissions security) to electrical systems generating,
handling, processing, or using national security or national-
‘security related information. It also includes the application
of physical security measures to communications security informa-

tion or materials.

4-~202. Counterintelligence means information gathered
and activities conducted to protect against espionage, oOther
intelligence activities, sabotage or assassinations conducted for
or on behalf of foreign powers, organizations or persons, orC
international terrorist activities, but not including personnel,
physical, document, or communications security programs.

4-203. Electronic Surveillance means acquisition of a
nonpublic communication by electronic means without the consent
of a person who is a party to an electronic communication or, in
the case of a nonelectronic communication, without the consent of
a person who is visibly present at the place of communication,
but not including the use of radio direction finding eguipment
solely to determine the location of a transmitter. -

4-204. Employee means a person employed by, assigned to,
or acting for an agency within the Intelligence Community.

: 4-205. . _Foreign_Intelligence means information relating .
‘7tb°the*capabili;ies;fintentionSJand-activifies“of.Eoreigniﬁowers}%ffi“-
organizations or persons, but not including counterintelligence

except for information on international terrorist activities.
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4-206. Intelligence means foreign intelligence and
counterintelligence.

4-207. Intelligence community and agencies within the
Intelligence Community refer to the following agencies Or
organizations:

(a) Central Intelligence Agency (CIA);

-

{b) The National Security Agency (NSA);

. / (DJ"«\
{c) The Defense Intelligence Agency:

: (&) The Offices within the bepar tment of Defense for the
collection of specialized national foreign intelligence through
reconnaissance programs;

{e) The Bureau of Intelligence and Research of the

Depar tment of State; - /.

. C ,‘\M' UM ' A""'(’M' 'M
{£) The intelligence elements of the military serwvices, et

the Federal Bureau of Investigation (FBI). the Department of the
Treasury, and the Department of Energy; and

(g) The staff elements of the Director of Central
Intelligence.

4-208. Intelligence product means the estimates, memo-—
randa and other reports produced £rom the analysis of available
information.

4-209. International terrorist activities means any
activity or activities which:

(a) ;gvolves killing, causing serious bodily harm,
kidnapping, O violent destruction of property, or an attempt or
credible threat to commit such acts; and = oL

I _r»&ikﬁ-hyb“& ‘ pppey

(b) ‘§ppears intended to endanger)g/brotectee of the
Secret Servicé,srs the Department of state/or to further
political, social or economic goals by intimidating oOr coercing a
civilian population or any segment thereof, influencing the
policy of a government Or international organization by intimi-
dation or coercion, Or obtaining widespread publicity for a group

or its cause; and

_ o (e gccugg_totally outside the United States oOr
t:anscepdé-natiqnal“bOundatigS'ithérmsOf:tﬁémeags;pyﬁwhicb it T
is accomplished, the civilian populatfbn,’éévétnmentf or inter="TTE
national organization it appears intended to coerce OI
intimidate, or the locale in which its perpetrators operate or
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seek asylum. _ -

4-210. The National Foreign Intelliqénce Program
jncludes the programs 1isted below, but its composition shall be

subject to review by the National Security Council and modifica-
tion by the president.

————

{a) The programs of the CIA;

{(b) The Consolidated Cryptologic Program, the General
pefense Intelligence Program, and the programs of the offices
within the Department of Defense for the collection of special-
jzed national foreign intelligence through reconnaissance except
such etements as the Director of Central Intelligence and the

secretary of Defense agree should be excluded;

() Other programs of agencies within the Intelligence
Community designated jointly by the Director of Central Intelli-
gence and the head of the department or by the President as
national foreign intelligence oOr counterintelligence activities;

() Activities of the staff elements of the Director of
Central intelligence.

{e) Activities to acquire the intelligence required for
the planning and conduct of tactical operations by the United
States military forces are not included in the National Foreign

Intelligence Program.

4-211. Physical surveillance means an unconsented,
systematic and deliberate observation of a person by any means on
a continuing basis, or unconsented acgquisition of a nonpublic
communication by a person not a party thereto or visibly present
_threst through any means not involving electronic surveillance.

This definition does not include overhead reconnalssance noEjkmLJ‘L
directed at specific United States persons. “AN*KJTLNBASG "y 2Z
P
4-212. Special activities means .activities conducted 1in PO
support of national foreign policy objectives abroad which are d
desighed-ta furthe ici i : potied
abLeaﬁTant—ﬁgt;i i —S= 3 -

p@%%eéesrﬂaﬁé—wh%eh~afe planned and executed so that the role of
the United States Government 1s not apparent oOr acknowledged
publicly, and functions in sypport of such activities, but®nol
includé%ﬁ diplomatic activity or the collection and production of
intelligence or related support functions.

?%fﬂév*4%2L3;u3vTe1eéoﬁﬁﬁﬁiééfianékméangitﬁg'Efanéhiggibh;~6bmm3223m;
nication or processing of Information, including the préparation” "~
of information therefor, by electrical, electromagnetic, electro-
mechanical or electro-optical means.
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4-214. . United States, when used to describe a place,

includes the territories of the United States.
4--215. United States person means: ‘ Q}WATILB
(a) For purposes of collection of information By any

technigue for which a warrant would be required if 39 ertaken for
. law enforcement purposes, and the dissemination iﬂg retention of
such information, a citizen of the United States,’an alien
jawfully admitted for permanent residence, an u incorporated
association organized in.the United states og/égbstantially
composed of United States citizens or aliens ‘admitted for '
permanent residence, Or a corporation incorporated in the United
States, except a corporation openly acknowledged by a foreign
government or governments to be directed and controlled by such
foreign government oOr governments; or

(b) For all other purposes, a United States citizen, an
alien physically present in the United States who is known by the
intelligence agency concerned to be a permanent resident alien,
an uninc?;porated association substantially composed of United
States citizens, or a corporation incorporated in the United
States, unless such corporation 1is controlled by one or more

foreign powers, persons Or~ organizations.
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